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Abstract
Objective: Themain objective of this work is to create a novel patient-centered
management system that uses the two-stage encryption TSE algorithm to
secure a private blockchain-based healthcare system while providing users
with the highest privacy, complete control, and security over their sensitive
data.Methods: TSE Encryption Process: The user or the patient asymmetrically
encrypts the data’s symmetric key using the public key of the party with whom
the data is to be shared. TSE Decryption Process: The party wishing to access
the health data initially selects the user (patient), then sends the private key
to decrypt the data present in the network. The public key of the user is
used to verify the signature, and finally, the confidential data is retrieved
back to be accessed by the party intended to see it. The TSE algorithm is
compared to the DES (Data Encryption Standard) and MD5 (Message Digest
Method 5) algorithms, and the results show that the proposed algorithm
performed significantly better than the other two. Finding: In this work, the
asset is encrypted and indexed in a database, and the asset’s value or data
is encrypted and stored on a private blockchain to provide the best possible
privacy and security. The conceptmakes use of the immutability, cryptography,
and distribution aspects of the blockchain but overlooks the blockchain’s
public nature and the conventional mining process. Novelty: Most existing
approaches store all of the data in the blockchain, which reduces user privacy.
The proposed algorithm uses the blockchain to store the index of the health
care asset.
Keywords: Blockchain; Healthcare; Privacy; cryptography; and Two Stage
Encryption (TSE) algorithm

1 Introduction
The volume of digital health data available today is expanding rapidly, creating what is
known as healthcare data (HD).This fact is directly related to the development of smart
phones, Internet of Things (IoT) gadgets, software applications, and the digitization of
patient and clinical information. Like other forms of big data, HD can be highly useful

https://www.indjst.org/ 3942

https://doi.org/10.17485/IJST/v16i43.1815
https://doi.org/10.17485/IJST/v16i43.1815
https://doi.org/10.17485/IJST/v16i43.1815
spkumarrenu@gmail.com
https://creativecommons.org/licenses/by/4.0/
https://creativecommons.org/licenses/by/4.0/
www.iseeadyar.org.
https://www.indjst.org/


Arul & Renuka / Indian Journal of Science and Technology 2023;16(43):3942–3947

and important. This HD information can help us understand the disease better, reduce the overall supply chain cost of the
medicines, and finally improve the quality of life for each and every person on earth.

Blockchain in healthcare faces challenges that need to be resolved. The first problem has to do with confidentiality and
openness (1). Transparency may be one of the most significant benefits of blockchain technology because it increases user
confidence. However, if ”smart contracts” are not properly implemented to handle permissions, it can be problematic for the
privacy of the patients and users since the metadata that comes with information is visible and transparent to all users in a
blockchain network, which hinders the privacy of the patients.

The second most important problem is the ”pseudonymity” (2) of the users, as the technology identifies the user by hash
values that are not easy to examine. The next important challenge is the scalability of the blockchain if all the healthcare data is
stored in the blocks; it is not easy to achieve the desired speed.

The solution to address the aforementioned problem is to use the blockchain to store only the index of the data and to store
the original raw data in a data pool. Each and every piece of data inside the block would have a user hash value (3) and a raw
healthcare data link in encrypted format, where the encrypted link acts as a pointer to the actual data that is being stored in
the data pool. The data pool is a collection of data repositories where the actual clinical healthcare data is stored in encrypted
format and a corresponding index value is generated for each record to be put into the blockchain. A plethora of information
related to prescriptions, blood types, pressure, sugar levels, pulse rate scan reports, doctors, and lab reports is archived in the
data pools, which are indexed with the pointer on the blockchain.

2 Methodology

2.1 Proposed approach

The network that is being used for the implementation of the blockchain is a private one, and the network can be accessed
only by the users and the medical expert or caretaker of the patient. In this paper, the dual encryption key process of public
key and private key is used. In order to do this, the RSA algorithm is being implemented with caution to ensure patient data
and privacy (4). All the public keys that are being generated are stored in the repository. This public and private key pair plays a
pivotal role in the encryption and decryption of the healthcare data that is stored in the blockchain and data pool (5).

The data is initially encrypted using a symmetric algorithm, and then the key is asymmetrically encrypted to ensure that the
authorized person can access the user’s data using the symmetric public key (6). The asymmetric encryption is processed using
the public key of the caretaker, and it will be stored in the repository. Also, the confidential data will be digitally signed (7) using
the private key of the user for security. The data is encrypted and signed before being uploaded to the blockchain network.

The stored data consists of two parts, namely the open and secret components. The open component is anonymous and
contains only the hashes and the IDs of the data, which are public and visible to everyone. The main goal of this part is to
maintain the immutability and transparency of the ledger data. The secret part is the encrypted health data, which is accessible
only to the owner and the authorized person with the signature. The caretaker public key is fetched from the repository to
encrypt the confidential data, and then the encrypted data is stored in the blockchain and data pool where the actual raw data
is archived. This data pool is not accessible by everyone, whereas only authorized persons who are authenticated by the user
can be allowed to access the private data of the patients/users. The pseudocode of the data storage is shown in the following
Figure 1.

Fig 1. Pseudo code to store health data
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2.2 Retrieving the data

A particular user chooses the caretakers with whom to share confidential health data when he enters it into the blockchain. In
doing so, the user or the patient asymmetrically encrypts the data’s symmetric key using the other party’s public key, with whom
the data is to be shared or permitted to be shared. Hence, for every piece of health data, there will be a list of users with whom
this confidential data has to be shared. The party can access the confidential data if their name is on the list provided in the
repository. The party’s private key will use the asset’s symmetric key to unlock it, and that key will unlock the healthcare data.
This data is then stored in the local cache of the caretaker.The party seeking access to the health data first chooses the user, and
then sends the private key to decrypt the data already present in the network. The user’s public key is then used to confirm the
signature, and lastly, the private data is retrieved back to be accessed by the party intended to see it. The block diagram of the
process is shown in Figure 2, and the pseudocode is shown in Figure 3.

Fig 2. Pseudo code to retrieve health data

Fig 3. Pseudo code to retrieve the data

The entire process is twice encrypted using the two stage encryption algorithm TSE which is shown in Figures 4, 5, 6 and 7
in the following section along with the pseudocode. The sample data is shown in the Figure 8. The data is initially encrypted
using the symmetric algorithm, and then this symmetric key is asymmetrically encrypted for the second time for additional
security.

2.3 Sample block in the network

3 Results and Discussion
The proposed algorithm, along with the DES and MD5 algorithms, is implemented in Python, and the results are compared
with respect to speed, power consumption, efficiency, and security. The following Figure 9 make it evident that the proposed
algorithm is far better than the other two.

The Figure 10 clearly shows that the proposed TSE is better than the other two encryption methods, mainly due to its dual
encryption scheme and proposed algorithm, which uses the blockchain only to store the index of the health care asset, whereas
most of the existing methods store the entire data in the blockchain, which in turn reduces the privacy of the users (patients).
It is demonstrated that by encrypting this model with fully homomorphism encryption and using the zero knowledge proof
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Fig 4. Two Stage TSE – Encryption process

Fig 5. Pseudo code of TSE-Encryption

Fig 6. TSE – Decryption process
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Fig 7. Pseudo code of the TSE-Decryption algorithm

Fig 8. Sample encrypted data
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Fig 9. Comparison charts

of unencrypted understanding, the traceability and balance of the permissioned blockchain can be demonstrated with zero
knowledge of the permission less blockchain while the risk tolerance of the permissioned blockchain is hidden.

Fig 10. Transaction time comparison

4 Conclusion
This research created a hybrid blockchain model to store and share private and sensitive health data with highly enhanced
security and privacy. This concept uses the blockchain’s immutability, cryptography, and distribution features but ignores the
public nature of the blockchain and the conventional mining process.
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